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Privacy Policy of WiZDOM Central 
 

1. General  
This privacy policy is the official Privacy Policy of WiZDOM Central provided by WiZTEC Pty Ltd 
(ACN 623 252 504) (“WiZDOM Central”, “we”, “us” or “our”) and sets out:  
 

1. our practices regarding the collection, use, processing, storage, and disclosure of 
certain information, including your personal information, by WiZDOM Central; and  

2. our commitment to protecting the privacy of your personal information that we 
collect through our website (the Site) or directly from you, being the person, 
organisation or entity that uses our Site (referred to as you or your). 

 

Your privacy is important to us and we are committed to responsibly handling your personal 
data taking all reasonable steps to protect your information from misuse and to keep it secure 
in compliance with the Privacy Act 1988 (“Privacy Act”) and the EU General Data Protection 
Regulation (EU) 2016/679 (“GDPR”).   

 

2. About WiZDOM Central 
We provide a customer relationship manager platform. The platform is a technology solution 
for capturing financial details of clients and potential clients of the WiZDOM Group and its 
associated entities.  

 

3. Consent  
Your consent to this Privacy Policy is the legal basis upon which we can collect, use, store, 
process and disclose your personal information.  
 

You acknowledge and agree that: 

• by clicking on the “I Agree” field (or any similar field or link designated to indicate your 

acceptance of this Privacy Policy) and using our Services, you are consenting to 

providing us with your personal information and agree to your personal information 

being collected, stored, used, processed and disclosed in accordance with this Privacy 

Policy;  

• you have had a sufficient opportunity to access and review this Privacy Policy and you 

have read this Privacy Policy (in its entirety) and agreed to its terms; and 

• you are 18 years of age or older.  
 

If you do not wish to provide personal information to us, then you are not obliged to do so. 
However, please be aware that this will affect your use of any and all websites, platforms, 
applications, products or services (“Services”) offered by us.   
 

We reserve the right to review, amend, update or change this Privacy Policy from time to time 
to reflect our practices and obligations under the law (including in respect of the General Data 
Projection Regulations). Any changes will take effect when they are made or posted on our 
website, platform or application.  
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4. Scope   
This Privacy Policy applies to: 

• all personal information that is collected, stored, used, processed and disclosed by us 
when you use our Services; 

• the use of personal information that is collected, stored, used, processed and 
disclosed; and 

• how we process your personal information, who we might share it with and what 
controls and rights you have in respect of it. 

 

If you do not agree to any of the provisions of this Privacy Policy, you must not use our Services 
or provide us with any personal information.  

 

5. Personal Information we collect  
Personal information has the meaning given to it under your local data protection laws and 
generally means information which relates to an individual who can be identified from that 
information. 
 

Where practicable, we will give you the option of interacting with us anonymously or using a 
pseudonym. Generally, though, to provide you with the Services you have requested, it is 
necessary for us to collect personal information from you.  
 

The personal information that we collect from you may include: 

• full name (including any previous name(s)); 

• partner /spouse name  

• address(es) (including any previous address(es)); 

• date of birth; 

• email address; 

• telephone number(s); 

• credit/debit card details (including card type, card number, security number and 
expiry date);  

• bank account details (including your account name, account number and BSB);  

• personal legal or other documents (such as bank statements and loan facilities)  

• specific information required for a Third Party to supply you with information, 
products or services you wish to receive; and 

• other personal information that you agree to provide to us. 
 

We will not use any government related identifiers to identify you in our records although 
information we hold about you may include government related identifiers (such as tax file 
number) entered by you in using our services. 
 

In some cases, the personal information that we collect from you may include personal 
information that is considered to be sensitive information under your local data protection 
laws.  We will only collect sensitive information in compliance with the local data protection 
laws and/or with your consent and/or where it is reasonably necessary for or directly related 
to the Services that you have requested from us.   
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To the extent permitted by the local data protection laws you consent to us collecting that 
sensitive information for the purpose for which it was collected and being stored, used, 
processed and disclosed as set out in this Privacy Policy. 

 

6. How we collect your Personal Information  
We will only collect personal information through lawful and fair means and not in any 

unreasonably intrusive way. The ways we collect personal information include: 

• where you expressly provide this information to us;  

• from your interactions with us and/or our personnel (including feedback), including by 

telephone, text message, e-mail, social media, and in person; 

• from your use of our Services; and 

• from the electronic devices you may use to access our Services (including information 

collected from your browser’s cookies). 
 

Whenever possible, we will collect your personal information directly from you. However, in 
some situations, we may also collect your personal information from a third party (eg a family 
member or other agent, representative or advisor or the WiZDOM Group and its associated 
entities which include, but are not limited to, WiZDOM Loans, WiZDOM Accounting and 
WiZDOM Advisory all within the WiZDOM Group and Investor Pacific Structures (IPS) and 
Pacific Law. 
 

By providing your personal information to a third party, you will be deemed to have 
authorised that third party to provide your personal information to us. We will rely on the 
authority of that third party and you will be deemed to have consented to your personal 
information being collected by us and being stored, used, processed and disclosed as set out 
in this Privacy Policy. 
 

If you use our Services on behalf of another person, you agree that you have obtained that 
person’s authority to provide the personal information and their consent for us to collect, 
store, use, process and disclose their personal information in accordance with this Privacy 
Policy. You should let us know immediately if you become aware that your personal 
information has been provided to us by a third party without your consent or if you did not 
obtain consent before providing another person’s personal information to us.  

 

7. How we use your Personal Information 
We use your personal information for the purpose for which it was provided to us, related 
purposes, purposes for which you consent, and as otherwise required or permitted by the 
local data protection laws. Such purposes include but are not limited to:  

• facilitating the Services that you have requested; 

• provision of information about any Services provided by us that may be relevant to 
you; 

• responding to your enquiries; 

• to identify you when you contact us; and 

• any other purposes identified at the time of collecting your personal information. 
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In addition, you permit us to use your personal information: 

• where you have consented to the use or disclosure; 

• where we reasonably believe that use or disclosure is necessary to lessen or prevent 
a serious, immediate threat to someone's health or safety or the public's health or 
safety; 

• where we reasonably suspect that unlawful activity has been, is being or may be 
engaged in and the use or disclosure is a necessary part of our investigation or in 
reporting the matter to the relevant authorities; 

• where such use or disclosure is required under or authorised by law (for example, to 
comply with a subpoena, a warrant or other order of a court or legal process); 

• where we reasonably believe that use or disclosure is necessary for the prevention, 
investigation, prosecution and punishment of crimes or wrongdoings or the 
preparation for, or conduct of, proceedings before any court or tribunal (or the 
implementation of orders of a court or tribunal or on behalf of an enforcement body); 

• to develop and improve our (and our related entities’) business, products and services; 

• in servicing our relationship with you by creating and maintaining a customer profile; 

• for research and analysis in relation to our (and our related entities’) business, 
products and services; and 

• for our internal administration. 
 

Only personnel who require access to your personal information will have access to it. This 

may include third parties such as the WiZDOM Group and associated entities.  

 

8. Third party disclosure  
By using our Services and/or by providing us with your personal information (or allowing 
another person to do so), you acknowledge and consent to us disclosing some or all of your 
personal information to third parties in accordance with this Privacy Policy and in accordance 
with local data protection laws. This includes disclosure of your personal information and 
details: 

• to our contractors, suppliers and service providers including without limitation: 
a. suppliers of IT based solutions that assist us in providing products and services 

to you; and 
b. external business advisers; 

• to a person that uses the Services on your behalf and/or a person you have authorised;  

• in accordance with requirements or authorisations under applicable laws or to comply 

with our legal obligations; and 

• to any other persons contemplated by this Privacy Policy, including third parties 

associated with the WiZDOM Group and associated entities. 
 

Without your consent, we will not disclose your personal information to any third party 

(except for those described above), unless such disclosure is required by local data protection 

laws or the GDPR and/or where we reasonably believe that it is necessary to lessen or prevent 

a threat to life, health or safety or for action to be undertaken by an enforcement body, or 

where allowed to do so in accordance with the local data protection laws. 
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At all times, the third parties that we disclose your personal information to: 

• are required to provide GDPR compliant services;  

• must take reasonable steps, to our satisfaction, to ensure that personal information 
disclosed by us is protected against misuse, interference, loss and unauthorized 
access, modification and disclosure;  

• must ensure that each of its employees who access, use or disclose personal 
information are aware of and comply with the obligations under this Privacy Policy 
when they are accessing, using or disclosing the personal information; and 

• must, if they become aware of any misuse, interference, loss, or unauthorized access, 
modification or disclosure of personal information disclosed by us, immediately notify 
us.   

 

To the maximum extent provided by the relevant laws, we are not responsible or liable for 
the protection and privacy of any personal information which is provided to third parties. This 
means that, where your personal information has been disclosed, you accept and agree that 
the disclosed personal information will be held by third parties and may be used by them in 
accordance with the Privacy Act and any privacy policy they may have and, in such 
circumstances, the third-party recipient will be solely responsible for their use of this personal 
information. 

 

9. Overseas disclosure 
We may disclose your personal information to our related bodies corporate and external 
service providers located overseas for some of the purposes listed in this Privacy Policy, 
including by disclosing information to our data hosting and Cloud-based IT service providers 
and other external service providers.  
 

Where we do so, we take the steps referred to under clause 8 to ensure that the overseas 
recipients of your personal information do not breach the privacy obligations relating to your 
personal information. 

 

10. Information Processing 
Processing your personal information is lawfully undertaken by us: 

• in accordance with your consent; 

• by necessity for the performance of a contract to which you are a party or in taking 

steps for your entry into that contract;  

• to comply with our legal obligations;  

• for our legitimate interests and the legitimate interests of third parties, except where 

such interests are overridden by your interests or your fundamental rights and 

freedoms requiring the protection of your personal information subject to this Privacy 

Policy.  

 

11. Storage and Security  
We take all reasonable and lawful steps to keep personal information secure, accurate and 

up to date and only retain your personal information for as long as reasonably required to 
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satisfy the purpose for which they were collected and used (unless a longer period is 

necessary for our legal obligations or to defend a legal claim).  
 

This means that: 

• personal information is stored on secure servers if in digital format, or in locked areas 

if in hardcopy format and these repositories are protected in controlled facilities (in 

some cases, these facilities may be located offshore and/or in cloud-based servers that 

have represented to us that they are GDPR compliant); 

• our employees and data processors are obliged to respect the confidentiality of any 

personal and/or sensitive information or data and receive training in personal 

information handling; 

• we only permit authorised personnel to access your information;  

• We encrypt, pseudonymise” personal information wherever possible; and 

• we ensure all personal details are de-identified and transferred anonymously before 

any information, which is stored securely, is provided to external organisations for 

data analysis or disclosed to any third parties (except where that disclosure is directly 

contemplated by this Privacy Policy. 
 

We will take reasonable steps to protect your personal information as you transmit your 

information from your electronic device to us and to protect such information from loss, 

misuse, and unauthorised access, use, modification, disclosure, alteration, or destruction. 

However, electronic transmission of information is never completely secure or error-free.   
 

As a result, while we strive to protect users' personal information, we cannot ensure or 

warrant the security of any information electronically transmitted by a user, and users provide 

their personal information at their own risk. To the maximum extent provided by the relevant 

laws, we are not responsible or liable for the electronic transmission of personal information 

to us or to third parties. 

 

12. Cookies and Geolocation Statement 
A cookie is a small data file that is placed on your computer or mobile device when you visit 
a website. Website owners widely use cookies in order to make their websites work, or to 
work more efficiently, as well as to provide reporting information. We use cookies to:  

• personalise your visit to any websites operated by us (as a cookie allows a web server 
to 'remember' visitors on subsequent visits without having to prompt them for 
information previously supplied. A cookie can also remember courses previously 
viewed by a site visitor); 

• provide information about us to you while you browse; and 

• obtain non-identifying information about your demographic group and general 
interests. 

 

Additionally, when you use our Services, we may collect information about the location from 

which that use occurred (this will be in accordance with the settings of your particular device).  
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This location data may be used by us for the purposes of personalising messaging and or 

offers. You may elect to disable cookies and/or geolocation sharing at any time. In such 

circumstances, you may still be able to utilise some of our Services (however, some 

functionality may be limited). 

 

13. Your rights of access and correction 
You have the right to access personal information which we have collected from you within 

the requirements of the Act. We will respond to any access request within a reasonable 

period.  
 

If you wish to access your personal information, or believe that any of the personal 

information we hold about you is inaccurate, incomplete, irrelevant, out-of-date or 

misleading, please contact us at the email address shown at the bottom of this Privacy Policy. 

If reasonable and practicable to do so, we will provide access in the form requested by you.  
 

We will take reasonable steps to correct any inaccurate, incomplete, out-of-date, irrelevant 

or misleading personal information if you request us to do so, where required by law. If we 

decline to make the requested amendment for reasons permitted by the Act, if you as us to 

do so, we will include a note with that personal information in your file that you have 

requested it to be amended.  
 

We may withhold or refuse you access to your personal information if we are legally 

authorised to do so or where its disclosure to you is restricted by law, is the subject of legal 

action, or may compromise the privacy or another person. We will give you written reasons 

explaining why we have refused access, or refused access in the form you have requested, 

unless it would be unreasonable to do so, having regards to the reasons for our refusal. We 

may charge you a reasonable fee to access your information as permitted by applicable law. 

 

14. Your Data Protection Rights  
• Access: You have the right to request we provide you with a copy of personal 

information that we have collected from you. We may charge you a small fee for this 

service.  

• Rectification: You have the right to request we correct, amend or update any personal 

information you believe is inaccurate or incomplete. 

• Account Closure: If you have created an account with us, we will delete that account 

upon your request or within a reasonable time thereafter.  

• Erasure: You have the right to request that we erase or destroy your personal 

information in certain circumstances, including where you withdraw your consent, 

where your data is no longer required for collection purposes or where your personal 

information has been unlawfully processed;  

• Restrict Processing: You have the right to request that we restrict the processing of 

your personal information under certain conditions, including where processing is 

inconsistent with the reason for which the personal information was collected.  
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• Object to Processing: You have the right to object to us processing your personal 

information under certain circumstances, including the right to object to profiling, 

automation and direct marketing.  

• Data Portability: You may have the right to request we transfer the personal 

information we have collected to another organization, under certain circumstances. 

• Legitimate Interests: To the extent that we are relying on our legitimate interests to 
use your personal data, you also have the right to object to such use (unless we can 
either demonstrate compelling legitimate grounds for the use that override your 
interests, rights and freedoms, or where we need to process the data for the 
establishment, exercise or defence of legal claims).  

• Responses: Without undue delay and not later than within a month, we will respond 
to your request to invoke your rights consistent with applicable law. 

• Revocation: You may revoke your consent for receiving marketing communications at 
any time, free of charge by following the instructions in any marketing 
communication. You can also control these preferences in your profile settings. We 
will then stop applying the research results to you at an individual level and will stop 
sending you marketing communications.  

• Unsubscribe: You may unsubscribe from our database, or opt out of communications 
at any time. To do so, please contact us using the details below. 

• Questions: In case you may have a question or complaint about how we process your 
personal information, you can contact us by email. Alternatively, you may consider 
lodging a complaint with a supervisory data protection authority.  

 

15. Updates  
Our Privacy Policy will be reviewed from time to time to take into account the law (including 
in respect of the General Data Projection Regulations) and technologies, and changes to our 
operations and/or practices. Accordingly, we reserve the right to change, modify, add or 
remove portions of this Privacy Policy and will publish the revised version here on our Site. By 
continuing to use, access or browse our Site following any changes to this Privacy Policy, you 
accept this Privacy Policy as it applies from time to time. 

 

16. Complaints  
Formal complaints about a breach of this Privacy Policy must be made in writing. We reserve 
the right to request any supporting evidence and/or information to substantiate the 
complaint/breach.  
 

If you are not satisfied with our determination, you can contact us to discuss your concerns 
or make a formal complaint.  

 

17. Other Websites  
The Services we operate may contain links to other websites ("Third Party Links"). We do not 
endorse such Third-Party Links and are not responsible for any content contained therein. If 
you decide to access any Third-Party Links, you do so entirely at your own risk.  
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18. How to contact us   
If you have any questions or concerns about this Privacy Policy or its implementation, or wish 
to contact us in relation to your data protection rights, you may contact our Data Protection 
Officer who is responsible for ensuring our compliance with this Privacy Policy: 

 

WiZDOM Central’s Data Projection Officer: 

 Name: The Privacy Manager  

Mailing address: PO Box 2385 Maitland NSW 2320 

Email: wizdomcentral@wizdom.com.au 
 

Should you wish to read more information on privacy legislation or the Australian Privacy 
Principles we recommend that you visit the website of the office of the Australian Information 
Commissioner at www.oaic.gov.au. 

 

 
 
 
 


